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ABSTRACT 

 
A Vehicular Ad Hoc Network (VANET) is a network formed purely among vehicles without presence of any 

communication infrastructure as base stations and/or access point. Frequent topological changes due to 

high mobility is one of the main issues in VANETs. In this paper we evaluate Ad-hoc On-Demand Distance 

Vector (AODV) and Optimized Link State Routing (OLSR) routing protocols using 802.11a and 802.11p in 

a realistic urban scenario. For this comparison, we chose five performance metrics: Path Availability, End-

to-End Delay, Number of Created Paths, Path Length and Path Duration. Simulation results show, that for 

most of the metrics evaluated, OLSR outperforms AODV when 802.11p and that 802.11p is more efficient 

in urban VANETs. 
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1. INTRODUCTION 
 

In 1999, the Federal Communication Commission (FCC) defined to allocate a frequency 

spectrum for vehicle-to-vehicle (V2V) and vehicle-to-roadside (V2R) wireless communication. A 

public safety and private applications communication service that uses the 5.850-5.925 GHz band 

(or simply 5.9 GHz band) was established by the FCC in 2003. Such service is called Dedicated 

Short Range Communications (DSRC) or 802.11p [1,2] where the vehicles and beacons on 

roadsides can form a Vehicular Ad Hoc Network (VANET). Several research groups and 

automotive makers consider VANET an important technology for improving passenger’s safety 

avoiding more accidents and deaths, efficiency of the actual transportation system and great 

opportunities in commercial applications [3,4,5]. 

 

VANET consists of vehicles with radio-enabled equipments acting as mobile nodes and/or routers 

for others nodes, with no existing pre-established infrastructure where such nodes connect 

themselves in a decentralized, self-organizing manner and also establish multi hop routes. In a 

VANET, it is possible to exchange information among vehicles, allowing the development of new 

applications, introducing new services such as on-board-entertainment during the travels. 

Furthermore, this technology can improve passengers’ safety by implementing active safety 

systems (e.g. emergency breaking according to the traffic received) or automatic emergency calls 

when an accident occurs. 

VANET has some unique characteristics that distinguish it from other kinds of mobile ad hoc 

networks. 
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• Very dynamic topology: Vehicles move in high speed and with different mobility 

patterns, reflecting in constant changes on the topology of VANETs. 

• Partitioned network and reduced contact time: Due to dynamic topology, the 

connectivity of the VANETs can change frequently, creating a partitioned network, interfering 

the communication of the nodes, especially when the vehicles density is low. 

• High range transmission: The DSRC service allows a range transmission up to 1000 

meters. 

 

Therefore, VANETs have some characteristics that make it very challenging. One of these 

challenges is routing data between sender-destination nodes in a multi hop way.  

 

Basically, the proposed protocols to VANET are classified in two groups [6]: 1) topology-based 

protocols and 2) geography-based protocols. In this paper we compare two classics mobile 

networks routing protocols: Optimized Link State Routing (OLSR) and Ad Hoc On-Demand 

Distance Vector (AODV) using the 802.11a and 802.11p. The main contributions of our work 

when compared to the existing literature are the following: 1) We measure the performance of 

802.11p and 802.11a in a realistic urban scenario. 2) We also evaluate other performance metrics 

when compared with other papers. 

 

2. RELATED WORKS 

 
Authors in [7] compare and evaluate performance of Ad-hoc On-Demand Distance Vector 

(AODV), Dynamic Source Routing (DSR) and Swarm Intelligence based protocol. A variety of 

simulations for VANET is performed, characterized by networks’ mobility and size. 

 

In [8] transmission probabilities of 802.11p are modelled evaluating the effects of these 

probabilities in DSR, Fish-Eye State Routing (FSR) and OLSR. AODV and OLSR are evaluated 

in urban scenario where the authors enhanced HELLO and TC interval of OLSR and observe that 

overall enhanced OLSR performs better than AODV in urban environments. 

 

In the paper [9] an evaluation of AODV performance in VANET is realized by varying the 

number of nodes maintaining the maximum velocity using 802.11. 

 

Our work evaluates OLSR and AODV using 802.11p and 802.11a protocols in realistic urban 

scenario. Moreover, five metrics performances are selected for evaluating performance of routing 

protocols in VANETs 

 

3. ROUTING PROTOCOLS 

 
The ad hoc network protocols have as main objective to reduce energy consumption and the 

signaling messages. Such protocols search to find the better route between a source-destiny node 

by the information existing in the links of the network In Vehicular Ad Hoc Networks (VANET), 

it is a great challenge to develop a protocol that copes with its characteristics and meets several 

applications requirements. With the exchange of signalling messages, it is possible to cope with 

the topology changes of the network. Thus, each node in the network has, previously, a routing 

table containing the next hop or hops forward to the destiny node. 

 
Figure 1, based in [10], displays a brief classification of the routing protocols used in VANETs. 

The topology-based routing is divided in proactive and reactive mode. 
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Figure 1.  Brief classification of VANET routing protocol 

 

3.1 Proactive routing (Table-driven) protocols 

 
Proactive routing protocols or table-driven routing only create paths when it is necessary to 

forward a packet and it is not necessary to know all routes to all destiny nodes in the network. 

These protocols require each node to maintain one or more tables to store routing information, 

and they respond to change in network topology by propagating route update throughout the 

network to maintain consistent network view. We can cite as examples of proactive protocol: 

OLSR 

 

I) OLSR Protocol 

 
The OLSR protocol [11] is based in topology information that works in a proactive mode and it is 

one of the main routing protocols for ad hoc network. Each node periodically constructs and 

maintains the set of neighbors that can reach in 1-hop and 2-hops. Furthermore, it presents an 

extension called MPR (Multi Point Relay) [12,13], that minimizes the number of active relays 

needed to achieve 2-hops neighbors avoiding flooding, reducing the signalling messages as can 

be seen in the Figure 2.  

 

 

Figure 2.  Types of flooding: traditional flooding (a) and flooding using MPRs (b) 
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3.2 Reactive (On-Demand) routing protocols 

 
In reactive (or on demand) routing protocols, the routes are created when required. When a source 

node wants to send to a destination node, it invokes the route discovery mechanism to find the 

path to the destination. This process is completed when once a source is found or all possible 

route permutation has been examined. Once a route has been discovered and established, it is 

maintained by some form of route maintenance procedure until either the destination becomes 

inaccessible along every path from the source or route is no longer desired.  

 

I) AODV Protocol 
 

AODV (Ad-hoc On-demand Distance Vector) [14] is a loop-free routing protocol for ad-hoc 

networks based on vector distance algorithm, as DSDV [15]. It is designed to be self-starting in 

an environment of mobile nodes, withstanding a variety of network behaviours such as node 

mobility, link failures and packet losses. 

 

The AODV protocol is based in topology information that works in a reactive mode, in other 

words, when a source node wants to send data to a destination node, a route discovery process is 

started. In this process, the source node broadcasts a ROUTE REQUEST (RREQ) packet to all 

your neighbors. Neighbors nodes which do not know an active route to destination node, forward 

the packet to their neighbors until an available route is found or the maximum number of hops is 

reached. When an intermediate node knows an active route to the requested destination node, it 

sends back a ROUTE REPLY (RREP) packet to the source node in unicast mode, enabling to the 

node creates the route among the source and destination nodes. The main problem of the AODV 

protocol in VANET environments is the route instability due to high mobility of the nodes, 

breaking established paths constantly. Consequently, more packets are discarded and overhead 

generated due to notifications of path breaks increase significantly. 
 

4. PERFORMANCE EVALUATION 

 
This section presents the evaluation of the AODV and OLSR protocols under 802.11a and 

802.11p in an urban realistic scenario. The simulations were realized in the NS-2 simulator 

version 2.33 [16]. We consider 3 different mobility scenarios, where the number of vehicles 

varies from as follows: 40 vehicles (low density), 80 vehicles (medium density) and 120 vehicles 

(high density). Table 1 summarizes the configuration of the simulation.  

 

All vehicles are assumed to have a radio range of 350 meters and they are moving in the urban 

scenario at a maximum speed of 20 meters per second. Vehicles are inserted in the map at a rate 

of one vehicle per second and to better characterize a realistic urban scenario, there are traffic-

lights in the intersections and various lanes. Vehicles are launched in the map at a rate of one new 

vehicle per second using random positions. When the vehicles mobility starts, the map is totally 

empty, and the path requests start at the hundredth second (this means that the routing protocols 

are only started after having a reasonable amount of running vehicles). 
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Table 1: Mobility scenarios and parameters set considered in the simulation 

 

Scenario 
Number of 

Vehicles 

Maximum 

Speed (m/s) 

Radio range 

(meters) 

Simulation 

time 

(seconds) 

Scenario 1 40 20 350 437 

Scenario 2 80 20 350 424 

Scenario 3 120 20 350 561 

 

Propagation model Two Ray Ground 

Unicast traffic 11 Mbps 

Broadcast traffic 2 Mbps 

 

The scenario of simulated urban VANET was generated using TraNS tool [17] that integrates 

SUMO tool [18] and it was extracted from the TIGER/Line database of the US Census Bureau 

[19]. Such scenario has a dimension of 4100 m x 3100 m area as illustrated in the Figure 3. 

 

 

Figure3. Map of a Manhattan region, used in the realistic simulation urban scenario 

 

Considering that all vehicles present in the map are able to route packets according to the routing 

protocol being evaluated, the generation of the packets is divided in two phases: 

 

- 1st phase: a packet is randomly destined to one of the active mobile nodes. This is the 

packet responsible for the path creation if the routing protocol is reactive; 

- 2
nd

 phase: after the path being created, the source node periodically generates packets to 

the same destination marked in the first phase (the period was set to 1s). The node stops the 

packet generation when the original path breaks. 

 

The results presented in this paper are averaged of 10 simulations for each mobility scenario and 

for each protocol and each communication pattern. All simulations results presented were 

obtained guaranteeing a 95% confidence interval. 

 

4.1 Performance Metrics 

 
As showed in the Table 1, the performance of the routing protocols AODV and OLSR with 

802.11p and 802.11a MAC protocols was realized by varying the network density. The metrics to 

assess the performance are given as follows:  

 

1. Path Availability: It is an available path between source node and destination node.  
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2. End-to-End Delay: To the path P = {n1, n2,…, nk} where n1 is the source node and nk is 

the destination node. Assuming that the packet is sent from node n1 at the moment t’1 and it is 

received by node nk at the moment t’k, the delay is marked as t’1 - t’k.  
3. Number of Created Paths: It is sum of all created paths during the simulation. 
4. Path Length: A path P = {n1, n2,…, nk} of k nodes at the instant t1, the path length is set 

by the number of hops that a packet realizes between a node source n1 and a destination node nk . 

The final value about this metric is given by k-1 hops. 
5. Path Duration: Considering again a path P = {n1, n2,…, nk} of k nodes at the instant t1, the 

path duration is set as the length of the major interval of time [t1, t2], while P sequence is 

maintained. 
 

5. RESULTS AND ANALYSIS 

 
To visualize the results, they are showed in the Figures as follows and such results are discussed 

for each performance metric evaluated. 

 

• Path availability: The results showed in the Figure 4 demonstrate that AODV and OLSR 

protocols have better performance when 802.11p is used in all scenarios evaluated when 

compared with 802.11a. By using 802.11p, AODV and OLSR protocols have practically the same 

results. 

 

Figure 4.  Path availability of the AODV and OLSR protocols using 802.11a and 802.11p 

 

• End-to-End Delay: In the Figure 5, as can be seen, OLSR protocol when use 802.11p 

outperforms 802.11a. Considering that delay is a crucial factor to be considering in VANETs, the 

results show that using 802.11p is more efficient than 802.11a. AODV has poor performance as 

the density increases where the cost of repeated route discovery procedures in AODV introduces 

a large control traffic overhead and OLSR using 802.11p ends up outperforming AODV in almost 

150% when AODV is using 802.11p and about 300% when AODV is using 802.11a. 
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Figure 5.  End-to-End Delay of the AODV and OLSR protocols using 802.11a and 802.11p 

 

• Number of Created Paths: In the Figure 6 is presented the results of the number of created 

paths by the OLSR and AODV protocols using 802.11p and 802.11a. The results show that using 

AODV and OLSR protocols using 802.11p, more paths are created and consequently, more cars 

can communicate with each other. AODV has better results due to the fact to use flooding 

technique, getting more information about the network and creating more paths. Such technique 

has more bandwidth consumption and collisions, consequently, increasing delay.  

 

 

Figure 6.  Number of Created Paths of the AODV and OLSR protocols using 802.11 and 802.11p 

 

• Path Length: AODV protocol has poor results using 802.11a and 802.11p. More number 

of hops leads to higher probability of broken links. Then, OLSR protocol has more stables paths, 

with minor probability of broken links. 
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Figure 7.  Path Length of the AODV and OLSR protocols using 802.11a and 802.11p 

 

• Path Duration: Finally, Figure 8 shows the path duration. OLSR protocol uses MPR 

nodes, reducing signaling messages and getting better results when compared with AODV, 

mainly in scenario with medium vehicle density. 

 
Figure 8.  Path Duration of the AODV and OLSR protocols using 802.11a and 802.11p 

 

6. CONCLUSIONS 

 
In this paper, we evaluate AODV and OLSR topology-based protocols under 802.11a and 

802.11p in an urban scenario considering different vehicle density. VANETs have a high dynamic 

topology, where AODV protocol suffers to maintain routing table constantly updated increasing 

signalling control messages. For most of the metrics evaluated in this paper, OLSR has better 

performance that AODV, mainly when 802.11p is used showing that OLSR can be an alternative 

to use in VANETs.  
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As future works, the authors are also interested in evaluating routing protocols for VANET in 

urban scenarios with other realistic characteristics such as accidents, overtaking, points of interest 

and higher number of nodes. 
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